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NCB DHAKA Bangladesh AL NED)

From: g . ASPDesk <ASPDesk@gs.igcs.int>

Sent: Monday, November 10, 2025 6:43 AM

To: Z9 Oceania; Z7 Asia

Cc Edmund GOH Kar Hui; TRIAS Angelo Paolo; DINH Thuy; SATO Tomoya

Subject: Invitation - INTERPOL Webinar on How to be trusted adult in cyberbullying cases
Attachments: Webinar on Cyberbullying Poster.png

Dear NCB colleagues,

We kindly seek your support in disseminating this invitation to your Ministry of Education, school boards, and
other relevant national authorities, as well as promoting it via social media platforms, where appropriate, to
encourage broader participation from the public—particularly parents and educators.

The INTERPOL Asia and South Pacific Cybercrime Operations Desk is pleased to invite law enforcement officers,
educators, school officials, youth mentors, and parents from your country to participate in the upcoming:

INTERPOL Webinar: How to Be a Trusted Adult in Cyberbullying Cases

Date: 4 December 2025

Time: 8:OO_PM —=9:00 PM (UTC+08)

Format: Online (via Microsoft Teams)

Language: English

Target Audience: Law enforcers, educators, school officials, parents, youth mentors
Registration Link:nitps://cvents.teams. microsoit.com/ever s 4d:3f fti3f-4d5d-963b-be72658dd3 ic i 86bhRS
ba7-ba bo4lidaa or register via the QR in the poster.

(g0

Why This Webinar Matters
With cyberbullying becoming an increasingly serious concern for youth, this interactive webinar is designed to
empower trusted adults with the knowledge and skills needed to identify and respond to incidents effectively.

Participants will gain insight into fostering safe, supportive, and proactive environments for young people
navigating the digital world. !

Programme Highlights
* Understand the evolving nature of bullying in digital spaces
* Recognize how cyberbullying differs from traditional bullying
* Learn how to respond to disclosures to build trust and openness
* Encourage a culture of safe reporting without fear of retaliation
* Explore how to collaborate with parents and implement effective school protocols

Guest speakers:

1. Nina Bual

Nina Bual is the co-founder of Cyberlite, where she leads strategic growth, sales, and key partnerships across
Asia-Pacific. She specialises in building long-term partnerships with governments, international NGOs, and private
sector clients, ensuring that Cyberlite’s education programmes are scalable, locally adapted, and grounded in trust.
Furthermore she serves as the Global Ambassador for India at the Global Council for Responsible Al,andis a
frequent speaker on international stages including Singapore International Cyber Week (SICW), the Global Forum
on Cyber Expertise (GFCE), and ASEAN ICT Forum, where she advocates for responsible Al and safer digital spaces
for children.

2. Michelle Yao




AL
\0~
Michelle Yao is the co-founder of Cyberlite, where she leads Cyberlite’s education strategy, scalable

architecture, and innovation. At the heart of her work is a commitment to designing experiences that are not only
pedagogically sound, but also visually engaging, culturally responsive, and globally aligned.
Michelle also represents Singapore as a Global Ambassador at the Global Council for Responsible Al and is a UK-
SEA Women in Cyber Fellow, a regional fellowship supported by the UK Foreign, Commonwealth & Development
Office for her leadership in cyber education and her commitment to inclusive digital futures. She regularly
contributes to global policy dialogues and international conversations on Al literacy and digital wellbeing.

We are confident that this initiative will be a valuable resource for educators and guardians, equipping them to
better support children and youth in becoming safe, responsible digital citizens.

Thank you for your continued support in promoting cyber safety and digital wellbeing in your country.
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